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Act, but will imply one or both Acts. 
For these reasons, the following guide-
lines are provided to ensure that re-
questers receive the greatest amount of 
access rights under both Acts: 

(a) Requesters who seek records 
about themselves contained in a PA 
system of records and who cite or 
imply the PA, will have their requests 
processed under the provisions of the 
PA. 

(b) Requesters who seek records 
about themselves which are not con-
tained in a PA system of records and 
who cite or imply the PA, will have 
their requests processed under the pro-
visions of the FOIA, since they have no 
access under the PA. 

(c) Requesters who seek records 
about themselves which are contained 
in a PA system of records and who cite 
or imply the FOIA or both Acts will 
have their requests processed under the 
time limits of the FOIA and the exemp-
tions and fees of the PA. This is appro-
priate since greater access will be re-
ceived under the PA. 

(d) Requesters who seek access to 
agency records and who cite or imply 
the PA and FOIA, will have their re-
quests processed under the FOIA. 

(e) Requesters who seek access to 
agency records and who cite or imply 
the FOIA, will have their requests 
processed under the FOIA. 

(f) Requesters should be advised in 
final responses why their request was 
processed under a particular Act. 

[56 FR 48932, Sept. 26, 1991, as amended at 56 
FR 56010, Oct. 31, 1991]

§ 518.30 Records management. 

FOIA records shall be maintained 
and disposed of in accordance with DoD 
Component Disposition instructions 
and schedules. See AR 25–400–2. AR 25–
1 contains Army policy for records 
management requirements in the life 
cycle management of information. In-
formation access and release, to in-
clude potential electronic access by the 
public, will be considered during infor-
mation systems design.

Subpart B—FOIA Reading Rooms

REQUIREMENTS

§ 518.31 Reading room. 

Each Component shall provide an ap-
propriate facility or facilities where 
the public may inspect and copy or 
have copied the materials described 
below. In addition to the materials de-
scribed below, Components may elect 
to place other documents in their read-
ing room as a means to provide public 
access to such documents. DoD Compo-
nents may share reading room facili-
ties if the public is not unduly incon-
venienced. When appropriate, the cost 
of copying may be imposed on the per-
son requesting the material in accord-
ance with the provisions of subpart F 
of this part. The Army FOIA Reading 
Room is operated by The Freedom of 
Information and Privacy Act Division, 
Information Systems Command. It is 
located in room 1146, Hoffman Building 
I, 2461 Eisenhower Avenue, Alexandria, 
VA 22331–0301. It is open from 0800 to 
1530 Monday through Friday, except 
holidays.

§ 518.32 Material availability. 

The FOIA requires that so-called 
‘‘(a)(2)’’ materials shall be made avail-
able in the FOIA reading room for in-
spection and copying, unless such ma-
terials are published and copies are of-
fered for sale. Identifying details that, 
if revealed, would create a clearly un-
warranted invasion of personal privacy 
may be deleted from ‘‘(a)(2)’’ materials 
made available for inspection and 
copying. In every case, justification for 
the deletion must be fully explained in 
writing. However, a DoD Component 
may publish in the FEDERAL REGISTER 
a description of the basis upon which it 
will delete identifying details of par-
ticular types of documents to avoid 
clearly unwarranted invasions of pri-
vacy. In appropriate cases, the DoD 
Component may refer to this descrip-
tion rather than write a separate jus-
tification for each deletion. So-called 
‘‘(a)(2)’’ materials are: 
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